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OKLAHOMA CITY— OG&E has seen an increase in customer reports about scammers posing as OG&E employees and demanding payment both in
person and via phone. These scammers are especially targeting churches, small businesses and nursing homes.

The company wants its customers to know it does not send representatives out to customers’ homes or businesses to collect payments and will never
demand payment over the phone.

“We mail two separate notices prior to disconnecting electric service: a 10-day notice and a 48-hour notice. The notices explain the reason for the
disconnection, the total amount past due and the date when service may be disconnected if payment arrangements have not been made,” said Brian
Alford, Director of Corporate Communications and Public Relations for OG&E.

“We do call the customer with a 48-hour notice and again the day before the service disconnection. We do not require payment directly over the phone
nor do we send representatives out to collect payments,” he said.

Alford added that an OG&E agent will inform the customer about ways to pay by giving a direct number to its credit card vendor, providing information
about bill pay kiosks or directing the customer about how to pay online.

“We would caution all of our customers to be wary of anyone asking for payments, either through calling and requesting credit card information or
visiting you in person to collect payments. Reputable companies do not operate in this manner,” he said.

OG&E has a web page www.oge.com/scams that provides information about scam prevention and educates customers on the company’s billing and
collection processes.

Signs of Potential Scam Activity:

Threat to disconnect: Scammers may aggressively tell the customer his or her utility bill is past due and service will be
disconnected if a payment is not made – usually within less than an hour.

Request for immediate payment: Scammers may instruct the customer to purchase a prepaid card – widely available at
retail stores – then call them back supposedly to make a bill payment to his or her utility company.

Request for prepaid card: When the customer calls back, the caller asks the customer for the prepaid card’s number,
which grants the scammer instant access to the card’s funds, and the victim’s money is gone.

How Customers Can Protect Themselves:

Customers should never purchase a prepaid card to avoid service disconnection or shutoff. OG&E does not specify how
customers should make a bill payment and always offers a variety of ways to pay a bill, including accepting payments
online, via text with myOGEalerts, by phone, automatic bank draft, mail or in person at kiosks.

If someone threatens immediate disconnection or shutoff of service, customers should hang up the phone, delete the email
or shut the door. Customers with delinquent accounts receive an advance disconnection notification. OG&E never sends a
single notification one hour or less before disconnection.

If customers suspect someone is trying to scam them, they should hang up, delete the email or shut the door. They should
then call OG&E at the number on their monthly bill or listed on oge.com, not the phone number the scammer provides. If
customers ever feel that they are in physical danger, they should call 911.

Oklahoma Gas and Electric Company, a subsidiary of OGE Energy Corp. (NYSE: OGE), is Oklahoma’s largest electric utility. For more than a century,
we have provided customers in Oklahoma and western Arkansas the safe, reliable electricity needed to power their businesses and homes at rates
below the national average. Our employees are committed to generating and delivering electricity, protecting the environment and providing excellent
service to our 842,000 customers. OG&E has 6,304 MW of electric generation capacity fueled by low-sulfur coal, natural gas, wind and solar. OG&E
employees live, work and volunteer in the communities we serve. For more information about OG&E, visit us on the Internet at http://www.oge.com or
follow us on Facebook: www.facebook.com/ogepower and Twitter: @OGandE.
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